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NAME
curl — transfer a URL

SYNOPSIS
curl [options] [URL...]

DESCRIPTION
curl is a tool to transfer data from or to a grusing one of the supported protocols (HTHFTPS, FTP
FTPS, GOPHER, DICTTELNET, LDAP a FILE). The command is designed t@fk without user inter
action.
curl offers a lusload of useful tricks li&k proxy support, user authentication, ftp upload, HTTP post, SSL
(https:) connections, cookies, file transfer resume and more. As you will seg thelamount of features
will make your head spin!
curl is pavered by libcurl for all transferelated features. Sédcurl(3) for details.

URL

The URL syntax is protocol dependentull find a detailed description in RFC 2396.

You can specify multiple URLs or parts of URLs by writing part sets within braces as in:
http://site.{one,tw,three}.com

or you can get sequences of alphanumeric series by using [] as in:

ftp://ftp.numericals.com/file[1-100].txt
ftp://ftp.numericals.com/file[001-100].txt (willading zeros)
ftp://ftp.letters.com/file[a-z].txt

No nesting of the sequences is supported at the moment:
http://www.ary.org/archve[1996-1999]/wlume[1-4]part{a,b,c,indg.html

You can specify apamount of URLs on the command line. Theill be fetched in a sequential manner in
the specified order

Curl will attempt to re-use connections for multiple file transfers, so that getting fitemfrom the same
sener will not do multiple connects / handskak This imprees peed. Of course this is only done on files
specified on a single command line and cannot be used between separatekastl in

OPTIONS
-a/--append
(FTP) When used in an FTP upload, this will tell curl to append to thetthle instead of ver-
writing it. If the file doesr’exist, it will be created.

If this option is used twice, the second one will disable append madte ag

-A/--useragent <agent string>
(HTTP) Specify the Usefgent string to send to the HTTP servSome badly done CGlsil if
its not set to "Mozilla/4.0".To encode blanks in the string, surround the string with single quote
marks. Thiscan also be set with the -H/--header flag of course.

If this option is set more than once, the last one will be the one tkatl.

--aryauth
(HTTP) Tells curl to figure out authentication method by itself, and use the most secure one the
remote site claims it supports. This is done by first doing a request and checking the response-
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headers, thus inducing axte network round-trip. This is used instead of setting a specific
authentication method, which you can do wittigest --ntlm, and --nggotiate (Added in 7.10.6)

If this option is used seral times, the follving occurrences mako difference.

-b/--cookie <name=data>
(HTTP) Rass the data to the HTTP senas a cookie. It is supposedly the dat@iptesly receved
from the serer in a "Set-Cookie:" lineThe data should be in the formatAME1=VALUEI];
NAME2=VALUE2".

If no '=’" letter is used in the line, it is treated as a filename to use to readyslg stored cookie
lines from, which should be used in this session ¥ thatch. Using this method also aeties the
"cookie parser" which will makaurl record incoming cookies too, which may be handy if geou’
using this in combination with the -L/--location option. The file format of the file to read cookies
from should be plain HTTP headers or the Netscape/Mozilla cookie file format.

NOTE that the file specified with -b/--cookie is only used as input. No cookies will be stored in
the file.  sore cookies, use the -c/--cookie-jar option or you couth savethe HTTP headers
to a file using -D/--dump-header!

If this option is set more than once, the last one will be the one tkatl.

-B/--use-ascii
Use ASCII transfer when getting an FTP file orA®info. For FTR this can also be enforced by
using an URL that ends with ";type=A". This option causes data sent to stdout to xteniode
for win32 systems.

If this option is used twice, the second one will disable ASCII usage.

--basic (HTTP)Tédlls curl to use HTTP Basic authentication. This is thedkfand this option is usually
pointless, unless you use it teetride a preiously set option that sets afeifent authentication
method (such asntlm, --digestand--negotiate. (Added in 7.10.6)

If this option is used seral times, the follving occurrences mako difference.

--ciphers <list of ciphers>
(SSL) Specifies which ciphers to use in the connection. The list of ciphers must bealising v
ciphers. Read up on SSL cipher list details on this URL:
http://wwwopenssl.ag/docs/apps/ciphsthtml

If this option is used seral times, the last one willverride the others.

--compressed
(HTTP) Request a compressed response using one of the algorithms libcurl supports, and return
the uncompressed documeititthis option is used and the sensends an unsupported encoding,
Curl will report an errar

If this option is used seral times, each occurrence will toggle it ofi/of

--connect-timeout <seconds>
Maximum time in seconds that you allthe connection to the sawto tale. Thisonly limits the
connection phase, once curl has connected this option is of no more use. See-aisaxttiene
option.

If this option is used seral times, the last one will be used.

-c/--cookie-jar <file name>
Specify to which file you ant curl to write all cookies after a completed operation. Curl writes all
cookies preiously read from a specified file as well as all cookies veddrom remote serr(s).
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If no cookies are knen, no file will be written. The file will be written using the Netscape cookie

file format. If you set the file name to a single dash, "-", the cookies will be written to stdout.
NOTE If the cookie jar cant’be aeated or written to, the whole curl operatioani fail or even
report an error clearijJsing -v will get a varning displayed, Uit that is the only visible feedback
you get about this possibly lethal situation.

If this option is used seral times, the last specfied file name will be used.

-C/--continue-at <dset>

Continue/Resume a prieus file transfer at the \ggn off set. The gien offset is the xact number
of bytes that will be skipped counted from thgibaing of the source file before it is transfered to
the destinationIf used with uploads, the ftp senvcommand SIZE will not be used by curl.

Use "-C -" to tell curl to automatically find out wheredhto resume the transfelt then uses the
given output/input files to figure that out.

If this option is used seral times, the last one will be used.

--create-dirs

When used in conjunction with the -o option, curl will create the necessary local directory hierar
chy as reeded.

(FTP)Corvert LF to CRLF in upload. Useful for MVS (0S/390).

If this option is used twice, the second wilbagdisable crlf coverting.

-d/--data <data>

(HTTP) Sends the specified data in a POST request to the HT T, geevway that can emulate
as if a user has filled in a HTML form and pressed the subuttibrb Note that the data is sent
exactly as specified with noxga processing (with all mdines cut of). Thedata is gpected to be
"url-encoded". This will cause curl to pass the data to theesewsing the content-type applica-
tion/x-www-form-urlencoded. Compare to.-F more than one -d/--data option is used on the
same command line, the data pieces specified will bgeddpbgether with a separating &-letter
Thus, using ’-d name=daniel -d skill=lousy’owld generate a post chunk that lookse lik
'name=daniel&skill=lousy’.

If you start the data with the letter @, the rest should be a file name to read the data from, or - if
you want curl to read the data from stdilihe contents of the file must already be url-encoded.
Multiple files can also be specified. Posting data from a file named 'foobattwthus be done

with "--data @foobar".

To post data purely binaryou should instead use the --data-binary option.

-d/--data is the same as --data-ascii.

If this option is used seral times, the ones follaing the first will append data.

--data-ascii <data>

(HTTP) This is an alias for the -d/--data option.

If this option is used seral times, the ones follaing the first will append data.

--data-binary <data>

(HTTP) This posts data in a similar manner as --data-ascii does, although when using this option
the entire contd of the posted data iRt as-is. If you @&nt to post a binary file without the strip-
newlines feature of the --data-ascii option, this is for you.
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If this option is used seral times, the ones follaing the first will append data.

--digest (HTTP)Enables HTTP Digest authentication. This is a authentication thanpsehe passord
from being sent wer the wire in clear tet. Use this in combination with the normal -u/--user
option to set user name and pasglv See alse-ntlm, --negotiate and --anyauthfor related
options. (Added in curl 7.10.6)

If this option is used seral times, the follving occurrences mako difference.

--disable-eprt
(FTP) Tell curl to disable the use of the EPBhd LPR commands when doing aeti FTP trans-
fers. Curl will normally alvays first attempt to use EFRthen LPR before using POR but with
this option, it will use PORright avay. EPRT and LPR are extensions to the original FTP proto-
col, may not wrk on all serers lut enable more functionality in a betteaythan the traditional
PORI command. (Aded in 7.10.5)

If this option is used seral times, each occurrence will toggle this oh/of

--disable-epsv
(FTP) Tell curl to disable the use of the EPSV command when doingvpdsdP transfers. Curl
will normally always first attempt to use EPSV befor&S¥, but with this option, it will not try
using EPSV

If this option is used seral times, each occurrence will toggle this oh/of

-D/--dump-header <file>
Write the protocol headers to the specified file.

This option is handy to use when yoant to store the headers that a HTTP site sends to you.
Cookies from the headers could then be read in a second ke iy using the -b/--cookie
option! The -c/--cookie-jar option is haver a better way to store cookies.

When used on FTHkhe ftp serer response lines are considered being "headers" and thugeare sa
there.

If this option is used seral times, the last one will be used.

-e/--referer <URL>
(HTTP) Sends the "Refereage" information to the HTTP sew This can also be set with the
-H/--header flag of courséWhen used withL/--location you can append ";auto" to the referer
URL to male aurl automatically set the prmus URL when it follevs a Location: headefhe
";auto” string can be used alonger if you dont set an initial referer

If this option is used seral times, the last one will be used.

--ervironment
(RISC OS ONV) Sets a range of gmonment \ariables, using the names the -w option supports,
to easier allv extraction of useful information after Yiag run curl.

If this option is used seral times, each occurrence will toggle this oh/of

--egd-file <file>
(HTTPS) Specify the path name to the Emyr@athering Daemon soek The sockt is used to
seed the random engine for SSL connections. See alsoahdom-fileoption.

-E/--cert <certificate[:passwd]>
(HTTPS) Ells curl to use the specified certificate file when getting a file with HTTPS. The certifi-
cate must be in PEM formatf the optional passerd isnt specified, it will be queried for on the
terminal. Note that this certificate is thevate key and the prvate certificate concatenated!
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If this option is used seral times, the last one will be used.

--cacert <CA certificate>

(HTTPS) ®Rlls curl to use the specified certificate file évify the peerThe file may contain mul-
tiple CA certificates. The certificate(s) must be in PEM format.

curl recognizes the gimonment \ariable named 'CURL_CA _BNDLE' if that is set, and uses the
given path as a path to a CA cenralle. This optionerrides that ariable.

The windavs ersion of curl will automatically look for a CA certs file named “curl-gaelte.crt’,
either in the same directory as cuteeor in the Current Wrking Directory or in any folder along
your FATH.

If this option is used seral times, the last one will be used.

--capath <CA certificate directory>

-f/--fail

(HTTPS) ®lls curl to use the specified certificate directoryenfy the peerThe certificates must
be in PEM format, and the directory musvédeen processed using the c_rehash utility supplied
with openssl. Using --capath can allourl to male htps connections much mordieiently than
using --cacert if the --cacert file contains m&a certificates.

If this option is used seral times, the last one will be used.

(HTTP) Fal silently (no output at all) on seev errors. This is mostly done dikhis to better
enable scripts etc to better deal witlldd attempts. In normal cases when a HTTPesdails to
deliver a document, it returns a HTML document stating so (which often also descrilyeanarh
more). This flag will preent curl from outputting that anéhif silently instead.

If this option is used twice, the second wilbagdisable silentdilure.

--ftp-create-dirs

(FTP) When an FTP URL/operation uses a path that doasréntly ist on the serr, the stan-
dard behaiour of curl is to &il. Using this option, curl will instead attempt to create missing
directories. (Added in 7.10.7)

If this option is used twice, the second wilbagdisable silentdilure.

-F/--form <name=content>

Curl 7.10.8

(HTTP) This lets curl emulate a filled in form in which a user has pressed the subiont Bhis

causes curl to POST data using the content-type multipart/form-data according to RFC1867. This
enables uploading of binary files et férce the 'content’ part to be be a file, prefix the file name
with an @ sign. @ just get the content part from a file, prefix the file name with the letter <. The
difference between @ and < is then that @ ewak file get attached in the post as a file upload,
while the < maks a t&t field and just get the contents for thatt teld from a file.

Example, to send your passm file to the semr, where 'passwrd’ is the name of the form-field
to which /etc/passwd will be the input:

curl -F passwrd=@/etc/passwd wwwmypasswrds.com

To read the files content from stdin insted of a file, use - where the file name skeWdén. This
goes for both @ and < constructs.

You can also tell curl what Contenipe to use for the file upload part, by usitypé=", in a man-
ner similar to:

curl -F "web=@ind&.html;type=tet/html" url.com
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See furtherxeamples and details in the MANUL.

This option can be used multiple times.

-g/--globof
This option switches dthe "URL globbing parser". When you set this option, you can specify
URLs that contain the letters {}[] without taeng them being interpreted by curl itself. Note that
these letters are not normagjéeURL contents bt they should be encoded according to the URI
standard.

-G/--get
When used, this option will mekdl data specified with -d/--data or --data-binary to be used in a

HTTP GET request instead of the POST request that otherwiglel we used. The data will be
appended to the URL with a "Beparatar

If used in combination with -I, the POST data will instead be appended to the URL with a HEAD
request.

If used multiple times, nothing special happens.

-h/--help
Usage help.

-H/--header <header>
(HTTP) Extra header to use when getting a web page.nvay specify annumber of &tra head-
ers. Note that if you should add a custom header that has the same name as one of the internal ones
curl would use, yourxernally set header will be used instead of the internal one. Thigsatiou
to male even trickier stuf than curl would normally do. ¥u should not replace internally set
headers without kiwaing perfectly well what youé doing. Replacing an internal header with one
without content on the right side of the colon willymet that header from appearing.

This option can be used multiple times to add/replaceiremmltiple headers.

-i/~-include
(HTTP) Include the HTTP-header in the output. The HTTP-header includes thiagenikr
name, date of the document, HTT&sion and more...

If this option is used twice, the second wilbagdisable header include.

--interface <name>
Perform an operation using a specified irteef You can enter inteate name, IP address or host
name. An gample could look lik:

curl --interface eth0: 1 http://www.netscape.com/

If this option is used seral times, the last one will be used.

-I/--head
(HTTP/FTP/FILE) Fetch the HTTP-header only! HTTP-sesvfeature the command HEAD
which this uses to get nothingiththe header of a document. When used on a FTP or FILE file,
curl displays the file size and last modification time only

If this option is used twice, the second wilbagdisable header only

-jl--junk-session-cookies
(HTTP) When curl is told to read cookies from aenifile, this option will mak it discard all
"session cookies". This will basicly Y& the same ééct as if a n& session is started.ypical
browsers alvays discard session cookies whenythe closed dean. (Added in 7.9.7)

Curl 7.10.8 22 Oct 2003 6



curl(1)

CurlManual curl(1)

If this option is used seral times, each occurrence will toggle this oh/of

-k/--insecure

(SSL) This option splicitly allows curl to perform "insecure" SSL connections and transfers.
Starting with curl 7.10, all SSL connections will be attempted to be made secure by using the CA
certificate bindle installed by detlt. This maks all connections considered "insecure"di f
unless -k/--insecure is used.

This option is ignored if --cacert or --capath is used!

If this option is used twice, the second time wilhegdisable it.

--krb4 <level>

(FTP) Enable &rberos4 authentication and use. Thellewust be entered and should be one of
‘clear’, 'safe’, 'confidential’ or 'prvate’. Should you use ave that is not one of these, 'pete’
will instead be used.

If this option is used seral times, the last one will be used.

-K/--config <config file>

Specify which config file to read curlguments from. The config file is axtdile in which com-

mand line aguments can be written which then will be used as if there written on the actual
command line. Options and their parameters must be specified on the same config file line. If the
parameter is to contain white spaces, the parameter must be inclosed within Huloéetst col-

umn of a config line is a '# characténe rest of the line will be treated as a comment.

Specify the filename as ’-’ to makurl read the file from stdin.

Note that to be able to specify a URL in the config file, you need to specify it using the --url
option, and not by simply writing the URL on itamo line. So, it could look similar to this:

url = "http://curl.haxx.se/docs/"

This option can be used multiple times.

--limit-rate <speed>

Specify the maximum transfer rate yoamnw curl to use. This feature is useful if yowédna Im-
ited pipe and you like your transfer not use your entire bandwidth.

The given gpeed is measured in bytes/second, unlessfix ssifappended. Appending 'k’ or 'K’
will count the number as kilobytes, 'm’ or M’ mek it mgabytes while 'g’ or ‘G’ males it giga-
bytes. Examples: 200K, 3m and 1G.

This option vas introduced in curl 7.10.

If this option is used seral times, the last one will be used.

-I/--list-only

Curl 7.10.8

(FTP) When listing an FTP directorthis switch forces a name-only we Especially useful if
you want to machine-parse the contents of an FTP directory since the normal directory vie
doesnt use a standard look or format.

This option causes an FTP NLST command to be seaine FTP segrs list only files in their
response to NLSThey do not include subdirectories and symbolic links.

If this option is used twice, the second wilbagdisable list only
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-L/--location
(HTTP/HTTPS) If the sewer reports that the requested page hasfardift location (indicated
with the header line Location:) this flag will let curl attempt to reattempt the get onvit@ace.
If used together with -i or -1, headers from all requested pages will benskfoauthentication is
used, curl will only send its credentials to the initial host, so if a redirees @l to a dferent
host, it won't intercept the user+passmd. See alse-location-trustecon hav to change this.

If this option is used twice, the second wilbagdisable location folleing.

--location-trusted
(HTTP/HTTPS) Lile --location, but will allow sending the name + passmd to all hosts that the
site may redirect to. This may or may not introduce a security breach if the site redirects you do a

site to which youl send your authentication info (which is plaixitén the case of HTTP Basic
authentication).

If this option is used twice, the second wilbagdisable location folleing.

--max-filesize <bytes>
Specify the maximum size (in bytes) of a file tavdtpad. If the file requested is ¢mar than this
value, the transfer will not start and curl will return withitecode 63.

NOTE: The file size is not alays knavn prior to devnload, and for such files this option has no
effect even if the file transfer ends up beingdar than this gen limit. This concerns both FTP
and HTTP transfers.

-m/--max-time <seconds>
Maximum time in seconds that you alldhe whole operation to tak Thisis useful for preent-
ing your batch jobs from hanging for hours due tavst@tworks or links going dan. This
doesnt work fully in win32 systemsSee also the.connect-timeoubption.

If this option is used seral times, the last one will be used.

-M/--manual
Manual. Display the huge helpxte

-n/--netrc
Makes curl scan thenetrc file in the uses home directory for login name and passd. This is
typically used for ftp on unix. If used with http, curl will enable user authenticatiomebie4)
or ftp(1) for details on the file format. Curl will not complain if that file hashé right permis-
sions (it should not be avld nor group readable). Thevétonment \ariable "HOME" is used to
find the home directory

A quick and ery simple gample of hav to stup a.netrc to allov curl to ftp to the machine
host.domain.com with user name 'mysaifid passwrd 'secret’ should look similar to:

machine host.domain.com login myself password secret

If this option is used twice, the second wilbagdisable netrc usage.

--negotiate
(HTTP) Enables GSS-Netiate authentication. The GSSdddiate method as designed by
Microsoft and is used in their web aplications. It is primarily meant as a supporeifoerks5
authentication it may be also used along with another authentication methmdsdfe informa-
tion see IETF draft draft-brezak-sgeehttp-04.txt. (Added in 7.10.6)

NOTE that this option requiures that the librargsvuilt with GSSAPI support. This is noexy
common. Useurl --versionto see if your grsion supports GSS-jetiate.
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If this option is used seral times, the follving occurrences mako difference.

-N/--no-tuffer

--ntlm

Disables the wffering of the output stream. In normabk situations, curl will use a standard
buffered output stream that will e the efect that it will output the data in chunks, not necessar
ily exactly when the data avas. Usingthis option will disable thatuiffering.

If this option is used twice, the second wilbagswitch on bffering.

(HTTP) Enables NTLM authentication. The NTLM authentication methats wlesigned by
Microsoft and is used by IS web sers. It is a proprietary protocol,vesed engineered by
clever people and implemented in curl based on thdoresf. This kind of behdor should not be
endorsed, you should encouragergone who uses NTLM to switch to a public and documented
authentication method instead. Such as Digest. (Added in 7.10.6)

NOTE that this option requiures that the librargsmuilt with SSL support. Useurl --versionto
see if your ersion supports NTLM.

If this option is used seral times, the follaving occurrences mako difference.

-o/--output <file>

Write output to <file> instead of stdout. If you are using {} or [] to fetch multiple documents, you
can use '# folloved by a number in the <file> specifi&hat \ariable will be replaced with the
current string for the URL being fetched. &ila:

curl http://{one,twp}.site.com -0 "file_#1.txt"
or use seeral variables lile:

curl http://{site,host}.host[1-5].com -0 "#1_#2"

You may use this option as matimes as you heae rumber of URLSs.

See also the --create-dirs option to create the local directories dynamically

-O/--remote-name

Write output to a local file named ékhe remote file we get. (Only the file part of the remote file
is used, the path is cutfof

You may use this option as matimes as you heae rumber of URLSs.

-p/--proxytunnel

When an HTTP proxy is used, this option will cause non-HTTP protocols to attempt to tunnel
through the proxy instead of merely using it to do HTTI-tikerations. The tunnel approach is
made with the HTTP proxy CONNECT request and requires that the prowsalloect connect

to the remote port number curbwts to tunnel through to.

If this option is used twice, the second wilbagdisable proxy tunnel.

-P/--ftpport <address>

Curl 7.10.8

(FTP) Reverses the initiator/listener roles when connecting with ftp. This switchesn@kirl use
the POR command instead ofASV. In practice, POR tells the sergr to connect to the cliest’
specified address and port, whilaS¥ asks the seer for an ip address and port to connect to.
<address> should be one of:

interface i.e "eth0" to specify which intestes IP aldress you ant to use(Unix only)
IPaddress i.e"192.168.10.1" to specifyact IP number
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host name  i.e "myhost.domain” to specify machine

- (ary single-letter string) to makit pick the machine default

If this option is used seral times, the last one will be used.

-q If used as the first parameter on the command lineSH@ME/.curlrc file will not be read and
used as a config file.

-Q/--quote <comand>
(FTP) Send an arbitrary command to the remote FTRsépusing the QOTE command of the
sener. Not all serers support this command, and the set BfOPE commands are sewspe-
cific! Quote commands are sent BEFORE the transfer is taking plageake commands tad
place after a successful transfanefix them with a dash '-’. du may specify anamount of com-
mands to be run before and after the tran&féne serer returnsdilure for one of the commands,
the entire operation will be aborted.

This option can be used multiple times.

--random-file <file>
(HTTPS) Specify the path name to file containing what will be considered as random data. The
data is used to seed the random engine for SSL connec8ersalso the-edg-fileoption.

-r/--range <range>
(HTTP/FTP) Retriege a lyte range (i.e a partial document) from a HTTP/1.1 or FTPeserv
Ranges can be specified in a number ajysv

0-499 specifies the first 500 bytes

500-999  specifies the second 500 bytes

-500 specifies the last 500 bytes

9500 specifies the bytes fromfeét 9500 and forard
0-0,-1 specifies the first and last byte only(*)(H)

500-700,600-799
specifies 300 bytes fromfeét 500(H)

100-199,500-599
specifies tw separate 100 bytes ranges(*)(H)

(*) = NOTE that this will cause the seamwto reply with a multipart response!

You should also beware that map HTTP/1.1 serers do not hee tis feature enabled, so that when you
attempt to get a range, ydluhstead get the whole document.

FTP range denloads only support the simple syntatatt-stop’ (optionally with one of the numbers omit-
ted). It depends on the non-RFC command SIZE.
If this option is used seral times, the last one will be used.

-R/--remote-time
When used, this will maklibcurl attempt to figure out the timestamp of the remote file, and if that
is available male the local file get that same timestamp.

If this option is used twice, the second time disables tligag

-s/--silent
Silent mode. Dor’show progress meter or error messagbtakes Curl mute.

If this option is used twice, the second wilbagdisable mute.
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-S/--shav-error

When used with -s it mals curl shey error message if itdils.

If this option is used twice, the second wilbagdisable shae error.

--stderr <file>

Redirect all writes to stderr to the specified file instead. If the file name is a plain -, it is instead
written to stdout. This option has no point when yeuwising a shell with decent redirecting capa-
bilities.

If this option is used seral times, the last one will be used.

-t/--telnet-option <OPT=al>

Pass options to the telnet protocol. Supported options are:
TTYPE=<term> Sets the terminal type.
XDISPLOC=<X display> Sets the X display location.

NEW_ENV=<\ar,val> Sets an efironment \ariable.

-T/--upload-file <file>

This transfers the specified local file to the remote URL. If there is no file part in the specified
URL, Curl will append the local file name. N8 that you must use a trailing / on the last direc-
tory to really pree o Curl that there is no file name or curl will think that your last directory name
is the remote file name to use. That will moselkcause the upload operation &il.fIf this is

used on a http(s) sexythe PUT command will be used.

Use the file name "-" (a single dash) to use stdin instead vémfge.

Before 7.10.8, when this optioraw used s@ral times, the last oneas used.

In curl 7.10.8 and lateyou can specify one -T for each URL on the command line. Each -T +
URL pair specifies what to upload and to where. curl also supports "globbing" of trguriest,
meaning that you can upload multiple files to a single URL by using the same URL globbing style
supported in the URL, léthis:

curl -T "{filel,file2}" http://www.uploadtothissite.com

or even

curl -T "img[1-1000].png" ftp://ftp.picturemania.com/upload/

--trace <file>

Enables a full trace dump of all incoming and outgoing data, including degetifbrmation, to
the gven output file. Use "-" as filename toveathe output sent to stdout.

If this option is used seral times, the last one will be used. (Added in 7.9.7)

--trace-ascii <file>

Curl 7.10.8

Enables a full trace dump of all incoming and outgoing data, including desgetifbrmation, to
the gven output file. Use "-" as filename tovethe output sent to stdout.

This is \ery similar to --trace, Ut leaves aut the he part and only shes the ASCII part of the
dump. It maks smaller output that might be easier to read for untrained humans.

If this option is used seral times, the last one will be used. (Added in 7.9.7)
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-u/--user <user:pasewd>
Specify user and pasewd to use when fetching. Read the MANIUfor detailed eamples of
how to use this. If no passovd is specified, curl will ask for it interaely.

You can also use the --digest option to enable Digest authentication when communicating with
HTTP 1.1 serers.

If this option is used seral times, the last one will be used.

-U/--proxy-user <user:passnd>
Specify user and passewd to use for Proxy authentication. If no passWis specified, curl will
ask for it interactiely.

If this option is used seral times, the last one will be used.

--url <URL>
Specify a URL to fetch. This option is mostly handy when yantwo specify URL(S) in a config
file.

This option may be usedyanumber of times. @ control where this URL is written, use theor
the-O options.

-v/--verbose
Makes the fetching moreevbose/talkatie. Mostly usable for delmging. Lines starting with '>’
means data sent by curl, '<’ means data xedely curl that is hidden in normal cases and lines
starting with "*" means additional info pvaded by curl.

Note that if you vant to see HTTP headers in the outpiliinclude might be option youe look-
ing for.

If you think this option still doeshgive you enough details, consider usiaggaceor --trace-ascii
instead.

If this option is used twice, the second wilbagdisable grbose.

-V/--version
Displays information about curl and the libcugrsion it uses.

The first line includes the fullersion of curl, libcurl and other 3rd party libraries gakwith the
executable.

The second line (starts with "Protocols:") wisall protocols that libcurl reports to support.

The third line (starts with "Features:") stospecific features libcurl reports tdewf

-w/--write-out <format>
Defines what to display after a completed and successful operation. The format is a string that may
contain plain tet mixed with aly number of \ariables. The string can be specified as "string", to
get read from a particular file you specify it "@filename" and to tell curl to read the format from
stdin you write "@-".

The variables present in the output format will be substituted by ahee\or tet that curl thinks
fit, as described belo All variables are specified 84v ariable_name} and to output a normal
% you just write them lik %%. You can output a mdine by using \n, a carriage return with \r and
a tab space with \t.
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NOTE: The %-letter is a special letter in the win324esnment, where all occurrences of % must
be doubled when using this option.

Available variables are at this point:

url_effective The URL that vas fetched last. This is mostly meaningful if weutold curl to
follow location: headers.

http_code The numerical code thatas found in the last retsied HTTP(S) page.

time_total The total time, in seconds, that the full operation lasted. The time will be dis-
played with millisecond resolution.

time_namelookup
The time, in seconds, it took from the start until the name resolvirsgcam-
pleted.

time_connect The time, in seconds, it took from the start until the connect to the remote host
(or proxy) was completed.

time_pretransfer
The time, in seconds, it took from the start until the file transfer is just about to
begin. This includes all pre-transfer commands angotiations that are spe-
cific to the particular protocol(s)volved.

time_starttransfer
The time, in seconds, it took from the start until the first byte is just about to be
transfered. This includes time_pretransfer and also the time ther seeds to
calculate the result.

size download The total amount of bytes that werenddoaded.

size upload The total amount of bytes that were uploaded.

size_header The total amount of bytes of thewdioloaded headers.

size request The total amount of bytes that were sent in the HTTP request.
speed_download

The average davnload speed that curl measured for the completenibad.
speed_upload  The average upload speed that curl measured for the complete upload.

content_type The Content-Y¥pe of the requested document, if theasvay. (Added in 7.9.5)

If this option is used seral times, the last one will be used.

-X/--proxy <proxyhost[:port]>

Use specified HTTP prox¥f the port number is not specified, it is assumed at port 1080.

This option @errides «isting ervironment \ariables that sets proxy to use. If therai environ-
ment \ariable setting a proxyou can set proxy to " toverride it.

Note that all operations that are performegoa HTTP proxy will transparantly be ceerted to
HTTPR It means that certain protocol specific operations might notvaalsle. This is not the
case if you can tunnel through the proas/done with the-p/--proxytunneloption.

If this option is used seral times, the last one will be used.

-X/--request <command>

(HTTP) Specifies a custom request to use when communicating with the HTEP 3é&e speci-
fied request will be used instead of the standard. ®&ad the HTTP 1.1 specification for details
and eplanations.
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(FTP) Specifies a custom FTP command to use instead of LIST when doing file lists with ftp.

If this option is used seral times, the last one will be used.

-y/--speed-time <time>
If a download is slaver than speed-limit bytes per second during a speed-time periodvthe do
load gets aborted. If speed-time is used, thaudegpeed-limit will be 1 unless set with -y

This option controls transfers and thus will ndeef slav connects etc. If this is a concern for
you, try the--connect-timeoubption.

If this option is used seral times, the last one will be used.

-Y/--speed-limit <speed>
If a download is slaver than this gien eed, in bytes per second, for speed-time seconds it gets
aborted. speed-time is set with -Y and is 30 if not set.

If this option is used seral times, the last one will be used.

-z/--time-cond <datexpression>
(HTTP) Request to get a file that has been modified later thanvlretigne and date, or one that
has been modified before that time. The dafgession can be all sorts of date strings or if it
doesnt match an internal ones, it tries to get the time from wegifile name instead! See the
GNU date(1) or curl_getdate(3) man pages for dategression details.

Start the datexpression with a dash (-) to ma&lit request for a document that is older than the
given date/time, dedult is a document that iswer than the specified date/time.
If this option is used seral times, the last one will be used.

-Z/--max-redirs <num>
Set maximum number of redirection-follings allaved. If -L/--location is used, this option can
be used to prent curl from follonving redirections "in absurdum".

If this option is used seral times, the last one will be used.

-0/--http1.0
(HTTP) Forces curl to issue its requests using HTTP 1.0 instead of using its internally preferred:
HTTP 1.1.
-1/--tlsvl
(HTTPS) Forces curl to use TSLevsion 1 when rgotiating with a remote TLS sew
-2/--sslv2
(HTTPS) Forces curl to use SSlexwsion 2 when rgotiating with a remote SSL sewv
-3/--sslv3
(HTTPS) Forces curl to use SSlewsion 3 when rgotiating with a remote SSL senv
-4/--ipv4

If libcurl is capable of resolving an address to multiple éPsions (which it is if it is ipv6-capa-
ble), this option tells libcurl to res@wames to IPv4 addresses orfdded in 7.10.8)

-6/--ipv6
If libcurl is capable of resolving an address to multiple éPsions (which it is if it is ipv6-capa-
ble), this option tells libcurl to res@wames to IPv6 addresses orfidded in 7.10.8)

-#/--progress-bar
Make aurl display progress information as a progress bar instead of dhdtdsthtistics.

If this option is used twice, the second wilbagdisable the progress bar
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FILES
“l.curlrc
Default config file.

ENVIRONMENT
http_proxy [protocol://][<host>[:port]
Sets proxy seer to use for HTTP

HTTPS_PROXY [protocol://]<host>[:port]
Sets proxy seer to use for HTTPS.

FTP_PROXY [protocol://l<host>[:port]
Sets proxy seer to use for FTP

GOPHER_PRXY [protocol://]<host>[:port]
Sets proxy seer to use for GOPHER.

ALL_PROXY [protocol://[<host>[:port]
Sets proxy seer to use if no protocol-specific proxy is set.

NO_PROXY <comma-separated list of hosts>
list of host names that shouldigb through ag proxy. If set to a asterisk

EXIT CODES
There aists a lunch of diferent error codes and their corresponding error messages that may appear during
bad conditions. At the time of this writing, thetecodes are:

1 Unsupported protocol. Thisuldd of curl has no support for this protocol.
Failed to initialize.

URL malformat. The syntax&s not correct.

URL user malformatted. The usgart of the URL syntax &s not correct.
Couldn't resole proxy. The gven proxy host could not be resad.
Couldn't resole host. The gien remote host &s not resokd.

Failed to connect to host.

FTP weird serer reply The serer sent data curl couldrparse.

© 00 N o 0o~ WN

FTP access denied. The serdenied login.

10 FTPuser/passard incorrect. Either one or both were not accepted by therserv
11 FTPweird RASS reply Curl couldnt parse the reply sent to thA®S request.

12 FTPweird USER replyCurl couldnt parse the reply sent to the USER request.
13 FTPweird FASV reply, Curl couldnt parse the reply sent to thA®V request.

14 FTPweird 227 format. Curl couldhparse the 227-line the servsent.

15 FTPcant get host. Couldrt’resolhe the host IP we got in the 227-line.

16 FTPcant reconnect. Couldhtonnect to the host we got in the 227-line.

17 FTPcouldnt set binary Couldn't change transfer method to binary

18 Fartial file. Only a part of the file &g transfered.

19 FTPcouldnt download/access thegn file, the RETR (or similar) commandiled.
20 FTPwrite error The transfer w&s reported bad by the serv

21 FTPquote errarA quote command returned error from the serv

22 HTTP page not retrieed. The requested urlag not found or returned another error with the

HTTP error code being 400 or aleoThis return code only appears ifailfis used.
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23
24
25
26
27
28
29
30

31

32

33
34
35
36
37
38
39
40
41
42
43
44
45
46
47
48
49
51
52
53
54
55
56
57
58
59
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Writeerror. Curl couldnt write data to a local filesystem or similar

Malformeduser User name badly specified.

FTPcouldnt STOR file. The serer denied the SIR operation, used for FTP uploading.
Reackrror. Various reading problems.

Outof memory A memory allocation requesaifed.

Operationiimeout. The specified time-out perio@sweached according to the conditions.
FTPcouldnt set ASCII. The sersr returned an unkmen reply

FTPPORT failed. The POR command &iled. Not all FTP seers support the PORcommand,
try doing a transfer using¥3V instead!

FTPcouldnt use RESTThe REST commandaifled. This command is used for resumed FTP
transfers.

FTPcouldnt use SIZE. The SIZE commandilied. The command is axtension to the original
FTP spec RFC 959.

HTTPrange errarThe range "command" didnvork.

HTTPpost errorinternal post-request generation error

SSLconnect errofThe SSL handshakingifed.

FTPbad devnload resume. Couldintontinue an earlier abortedwnload.
FILE couldnt read file. Riled to open the file. Permissions?

LDAP cannot bind. LBP bind operationdiled.

LDAP searchdiled.

Librarynot found. The LIBP library was not found.

Functiomot found. A required LBP function was not found.
Abortedby callback. An application told curl to abort the operation.
Internalerror. A function was called with a bad parameter

Internalerror. A function was called in a bad order

Interfice errarA specified outgoing inteafce could not be used.
Badpasswerd entered. An error &s signaled when the pass@ was entered.
Too maly redirects. When folling redirects, curl hit the maximum amount.
Unknavn TELNET option specified.

Malformedtelnet option.

Theremote pees SSL certificate vasnt ok

Thesener didnt reply arything, which here is considered an error
SSLcrypto engine not found

Cannoset SSL crypto engine as dait

Failed sending netark data

Failure in recaiing network data

Sharas in use (internal error)

Problenwith the local certificate

Couldnt use specified SSL cipher
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60 Problenwith the CA cert (path? permission?)

61 Unrecognizetransfer encoding

62 Invalid LDAP URL

63 Maximumfile size &ceeded

XX Therewill appear more error codes here in future releases. Xikéng ones are meant tovae
change.

AUTHORS/CONTRIBUTORS
Daniel Stenbeyis the main authgiut the whole list of contrilitors is found in the separate THANKS file.

WwWww
http://curl.haxx.se

FTP
ftp://ftp.sunet.se/pub/www/utilities/curl/

SEE ALSO
ftp(1), wget(1), snarf(1)
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